


Software Quality
certified as level 1

Good Software by TTA
(ISO/IEC 25023, 25041, 25051)

Secured Login
with FIDO Authentication
certified by FIDO Alliance

Cloud Computing Quality
certified under 

the accredited test by NIPA

·Passwords are the leading cause of 80% of
  data loss 

·More than 50% of users have never changed
  their passwords in 5 years

·Most users reuse the same password across
  multiple sites

 ·Most users use less than 5 passwords

· Increasing demand for user authentication technology that guarantees strong security
  and user convenience

· Perfectly solves the risk factors of password authentication according to FIDO standard
   authentication method based on public key     

MSIT Minister’s Awards
Information Security Merit

MSIT Minister’s Awards
Excellent Company



Resolves the inconvenience and anxiety of password methods Guarantees user

convenience and security at the same time

Face Recog, Fingerprint Recog, PIN, Pattern,

Windows Hello login, etc.

System Specifications

 ·Server: Windows, Linux (Intel Xeon 2GHz or higher, RAM 64GB, HDD 1TB or higher recommended)

 ·Client: Android, iOS

Database

FIDO2 Server (Interface Server)

Linking FIDO2 Interface (Open API)PC·Tablet·Mobile

Internet·closed network

Relying Party(RP)





- Allows users to log in with mobile authentication devices

- Provide user selection row authentication methods

- Provides Windows login service

- Provides OTP authentication methods
   in an offline environment

- Provides dashboard functionality for administrators

- Provides application management, user management,
  and log management capabilities

- Provides user and authentication device details
   management services
- Providing PASSCODE certification services
  for non-certified persons




